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# Project Scenario

MidTown IT employs you as a Cyber Security Analyst/Consultant. Your task is to analyse two organisations' cyber security legislative requirements and prepare a written report on each. The organisations are:

Angelonia Fashion and Turtle Movers.

Your teacher/assessor will take on the role of the Project Manager assigned to this project by MidTown IT.

Although the clients are from two very different industry sectors, they have some common points:

* Both started a small family business
* Have grown too fast to keep pace with technology
* Are concerned about their cyber security compliance with legislation.

The major differences between the two organisations are:

* Industry sectors
* Only one company trades internationally (Angelonia)
* Turtle Movers trades only online
* Angelonia has both a physical and online presence

**ORGANISATION 1 - Angelonia Fashion**

Started 10 years ago as a small family business that employed 3 people. They were the owners of a local fashion shop that specialised in garment arrangements and sold Australian labels primarily.

Today they employ 40 people distributed across Australia.

They have created their own fashion label and export their creations internationally.

Company headquarters: Southport, Gold Coast.

The company has 7 shops across Australia:

NSW - 3 shops

Qld – 2 shops

VIC – 2

Data transactions include:

* Physical and online sales
* Online ordering
* Refunds
* Credit card payments and bank transfers with major fabric and haberdashery suppliers - nationally and internationally

They operate a basic security setup to run their website and database. Their security includes:

* Strong passwords
* Firewall
* Backups

**ORGANISATION 2 - Turtle Movers**

A small removalist family business started with 2 trucks 7 years ago and operated mainly in NSW.

Today they have a fleet of 50 trucks of different capacities and operate across Australia.

The company operates strictly online, and its only physical presence is its headquarters in Sydney, NSW.

Online data transactions are handled through their website. The transactions include:

* Bookings
* Cancellations and rescheduling
* Insurance
* Payments through credit cards and bank transfers
* Refunds
* Client reward and loyalty benefits, for example, referrals.

Management has acknowledged concern about their online security and cyber legislation compliance. Their security system is basic as they rely upon the protection offered by the website provider and an in-house self-trained security person.

**Portfolio Instructions:**

You need to provide two reports, one for each organisation presented in the scenario.

Use the templates provided to complete the two reports.

**Legislation, standards and regulators**

To give you a starting point, the list below contains examples of relevant legislation, standards and regulators. As these are subject to changes and updates, you should carry out your own research to confirm their currency. You are encouraged to add additional legislation, standards and regulators and if they apply to the organisation’s needs.

**Commonwealth Legislation**. Examples are:

* + Telecommunications (Interception & Access) Act 1979
  + Criminal Code Act 1995
  + Corporations Act 2001 (Cth) on their IT management systems (Australian Securities and Investments Commission (ASIC) Regulatory Guide 104: Licensing: Meeting the general obligations)
  + Privacy Act 1988

**Australian Regulators**. Examples are:

* + Australian Prudential Regulation Authority (APRA) - CPS 234 (Prudential regulator)
  + Australian Securities and Investments Commission (ASIC) (Corporate Regulator)
  + Australian Competition and Consumer Commission (ACCC) (Consumer & consumer data rights)
  + Australian Energy Sector Cyber Security Framework (AESCSF) (Energy regulator)
  + Protective Service Manual (Australian Government rules for cybersecurity)
  + Australian Signals Directorate (ASD)
  + Australian Cyber Security Centre (ACSC)

**International Law and conventions**. Examples are:

* + Budapest convention (Convention on Cyber Crime)
  + Australian Criminal Code Act 1995
  + Payment Card Industry Data Security Standard (PCI DSS) (payment cards)
  + General Data Protection Regulation (GDPR)

**Global Standards.** Examples are:

* + ISO/IEC 27001 information security management systems
  + AS 27701: 2022 Security techniques – Extension to ISO/IEC 27001
  + NIST SP 800-53 & Essential 8

**PART 1 Review of cyber security legislative and regulatory requirements for Australian organisations**

This part of the assessment must be completed for **each organisation** presented. The organisations correspond to two industry sectors.

* 1. Read the scenario and complete the following tasks:

1. Provide an overview of the sector of the scenario presented
2. Identify the current Federal, State/Territory and sector-specific cyber security and related legislation that applies to the organisation. Use the table below to present the information.

You can use the table below to provide the answer.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **SECTOR:** |  | | | |
| **CYBER SECURITY and related**  **LEGISLATION** | **SCOPE** | | | **BUSINESS AREAS/ACTIVITIES AFFECTED** |
| **Federal** | **State** | **Territory** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  | Add rows as required |

* 1. For **each organisation** presented, analyse their business operations:

1. Identify if there is any international cyber security legislation that has an impact on their data security
2. Identify the areas of the business affected by the international legislation
3. Evaluate the impact on the business operation and data security

You can use the table below to provide the answer for a), b) and c).

|  |  |  |
| --- | --- | --- |
| **INTERNATIONAL**    **CYBER SECURITY**  **LEGISLATION** | **BUSINESS AREAS/ACTIVITIES AFFECTED** | **IMPACT on BUSINESS OPERATIONS and DATA SECURITY** |
|
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  | Add rows as required |  |

* 1. For **each organisation**,identify and explain at least one (1) interdependency between different legislative instruments related to cyber security.
  2. For **each organisation**, identify one (1) instance where a regulator can contribute to the security of business data operations. Clarify the impact of the contribution.
  3. For each of the regulators presented below, identify and explain their role and scope.

|  |  |  |
| --- | --- | --- |
| **REGULATOR** | **ROLE** | **SCOPE** |
| Australian Prudential Regulation Authority (APRA) |  |  |
| Australian Securities and Investments Commission (ASIC) |  |  |
| Australian Competition and Consumer Commission (ACCC) |  |  |
| Australian Energy Sector Cyber Security Framework (AESCSF) |  |  |
| Protective Service Manual (Australian Government rules for cybersecurity) |  |  |

* 1. Investigate current and upcoming reforms in privacy legislation and explain how these could benefit **each organisation**.
  2. Investigate current and upcoming reforms in consumer and surveillance legislation and explain how these could benefit **each organisation**.
  3. After completing the review of the two organisations in the preceding tasks, write the recommendations you would make as the Cyber Analyst/Consultant for each organisation, regarding:
  4. Compliance with legislation and regulatory requirements
  5. International cyber security legislation impacting their businesses
  6. Potential impact of upcoming reforms in privacy and consumer and surveillance legislation

**PART 2 Examine organisations’ policies and procedures compliance**

This part of the assessment must be completed for **each organisation** presented.

2.1 Examine the privacy documentation provided. Review policy compliance across the organisation against current standards. Current privacy standards can be understood as the Australian Privacy Principles (APPs).

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **POLICY** | **STANDARDS/**  **APPS** | **REVIEW DETAILS** | **COMPLIANCE** | | | |
| **Full** | **Partial** | **Poor** | **Non-Compliance** |
| **Privacy Policy** |  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
|  |  |  |  |  |  |
| Add rows as required |  |  |  |  |  |

2.2 Access the Organisational Practices from the documentation provided for the two organisations. For each organisation, select two (2) practices that could be improved.

a) Evaluate each practice and identify their shortcomings

b) Propose improvements for each practice selected.

|  |  |  |
| --- | --- | --- |
| **BEST PRACTICES** | **EVALUATION/SHORTCOMINGS** | **PROPOSED IMPROVEMENTS** |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |

2.3After examining the two organisations’ privacy policies and practices, write a report including your findings and a set of recommendations for each organisation, regarding:

a) The level of compliance with current privacy legislation and required improvements

b) Adequacy of current practices and required improvements

**PART 3 Review the organisations’ ethical practices and procedures**

This part of the assessment must be completed for **each organisation** presented.

3.1 Identify and describe four (4) red team tools the organisation could use to exploit and compromise blue team defences.

3.2 Identify and describe four (4) blue team tools the organisation could use to protect the network from cyber-attacks.

3.3 Outline a set of ethical practices employees can apply when using red and blue team tools in public networks.

3.4 Consequences of unethical behaviour:

a) Outline the legal consequences of misusing skills gained using red and blue team tools and the potential data breaches that can occur when using these skills unauthorised.

b) Outline the consequences of unauthorised access to network devices

c) Outline the consequences of bypassing copyright media and applications obtained via file sharing or downloading

3.5 Identify a minimum of four (4) examples of unethical behaviour that could happen in the organisations by the hand of cyber security technicians. For each example, explain the impact on the overall network and data security.

|  |  |
| --- | --- |
| **UNETHICAL BEHAVIOUR** | **IMPACT ANALYSIS** |
|  |  |
|  |  |
|  |  |
| Add rows as required |  |

3.6 **Ethics Code of Practice**

Select one of the two organisations presented and prepare an Ethics Code of Practice for their cyber security technicians. Explain how the code will be distributed and implemented in the organisation.

3.7 Identify three (3) downloading file-sharing services. For each service, identify its suitability and the security risks associated with it.

|  |  |  |
| --- | --- | --- |
| **FILE-SHARING SERVICE (Downloading)** | **SUITABILITY** | **ASSOCIATED SECURITY RISKS** |
|  |  |  |
|  |  |  |
|  |  |  |

**PART 4 Contingency task**

4.1 Assume that due to staff shortages, two junior cyber security technicians have been assigned responsibilities above their expertise level. They are happy with the new job but concerned about their new responsibilities. Provide at least three (3) support measures that could be used to ease their role transition.

**End of Assessment**